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DDRS Data Management Security 
The DDRS Data Management team provides support for the following products: 
 

• DART 
• DART Web 
• CORM 
• BQIS/DA Web-Based Incident Reporting 
• DDRS Web-Based Tools website 

 
This document describes the security measures that these products use. 
 
 
See Also 
For more information about the standard user functionality of one or more of these products, 
refer to the product user guides. 
 
 

1.0 DART Product Security 
The Developmental Disabilities Automated Resource Tool (DART) product uses the User 
Listing window to control security for each user. To display the User Listing window, select 
Users from the DART menu, as shown in the following illustration. 
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The following illustration shows an example of the User Listing window. 
 

 
 
You can use the User Listing window to: 
 

• Create a user record. 
• Change an existing user record. 
• Delete an existing user record. 

 
 
Important 
You must possess Administrator rights to create a new user record, or to change or delete an 
existing user record. If you are a new user, contact your Systems Administrator to create your 
user account. 
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1.1 Creating a User Record 
Use the following procedure to create a new user record. 
 

1. Select the New button at the bottom of the User Listing window. The system adds a 
new row to the user grid and moves the cursor to the Full Name field. 

 
2. Complete the information in the User Listing window. 
 
 
Tip 
The Flags Legend list box in the User Listing window contains the following valid 
entries for the Flags field. You can enter one or more values with no spaces or commas. 

 
NONE  - User Rights 
0(Zero) - Claim System Data Entry Rights 
1 - Fiscal SC Data Entry Rights 
2 - Fiscal DM Data Entry Rights 
3 - 317 Code Rights 
4 - MRC - Full Rights 
5 - MRC - Analyst Rights 
6 - MRC - Read-only 
9 - Deceased Incident E-Mail 
a - Administrator Rights 
b - Billing Rights 
c - Incident Delete Rights 
d - Display only Rights 
e - Extra Editing Rights 
f - Fiscal Access Rights, BFS Verification Data Entry rights 
h - Incident Priority High( Closed, Review) Rights 
i - Incident Access Rights 
k - Provider rights 
l - SGL/LP Provider rights 
m - User Maintenance rights 
n - EDS User Rights 
o - OMPP User Rights 
p - Waiver Specialist Targeting Rights 
r - Only Displaying Incident Rights 
s - Super User - Administrator rights, Data Maintenance 
t - Fiscal Exception Review Team Data Entry Rights 
u - Delete Fiscal rights, OverWriting Fiscal/Billing Rights 
w - OverWriting Billing Rights 
y - Fiscal BDDS Director Data Entry Rights 
z - Fiscal Import Data Rights 

 
 
3. Select Save. 
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1.2 Changing an Existing User Record 
Use the following procedure to change an existing user record. 

 
1. Select the record to change from the user grid. 
2. Select the field to change on the user record and delete or change the information. 
3. Repeat Step 2 as necessary to change additional information. 
4. Select Save. 

 

1.3 Deleting an Existing User Record 
Use the following procedure to delete an existing user record. 
 

1. Select the record to delete from the user grid. 
2. Select Delete. 
3. Select Yes in the Confirm User Delete window. The following illustration shows an 

example of the Confirm User Delete window. 
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2.0 DART Web Product Security 
The DART Web product uses the following windows to control security for each user: 
 

• Add a User window to create a user record 
• Edit a User window to edit an existing user record 

 
You can access these windows by using the Admin menu in the WEB INCIDENT 
EXAMINATION APPLICATION – NEW BDDS INCIDENTS window, as shown in the 
following illustration. 
 

 
 
 
 
Important 
You must possess Administrator rights to create a new user record or to edit an existing user 
record. If you are a new user, contact your Systems Administrator to create your user account. 
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2.1 Creating a User Record 
Use the following procedure to create a new user record. 
 

1. Select Add A User from the Admin menu. The Add A User window appears. 
 

 
 

2. Complete the information in the Add A User window. 
 
 
Tip 
Valid entries for the Security Flags field include: 
 

• A for administrator 
• D for delete 

 
 
3. Select Save. 
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2.2 Editing an Existing User 
Use the following procedure to edit an existing user record. 

 
1. Select Edit Users from the Admin menu. The User Listing window appears. 

 

 
 

2. Select the user to edit from the user grid and click Select. The Edit A User window 
appears. 
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The following illustration shows an example of the Edit A User window. 
 

 
 

3. Select Edit and complete the information in the Edit A User window. 
4. Select Save. 
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3.0 CORM System Security 
During the login process, the CORM product evaluates your user role to determine your access 
level. If your user role is limited to either Crisis or Outreach, the system modifies the appropriate 
windows, tabs, and menus. Additionally, capability limitations exist for each role. The CORM 
product uses the following roles: 
 

• Read-Only 
• Crisis Operator 
• Outreach Operator 
• Crisis Manager 
• Outreach Manager 
• Crisis Director 
• Outreach Director 
• Administrator 

 
The following illustration shows an example of the CORM Login window. 
 

 
 
 
 
See Also 
For more information about the CORM system, refer to the CORM System User Guide in the 
CORM document library on the DDRS website at: 
 
https://myshare.in.gov/fssa/ddrs/default.aspx
 
 
 

 

https://myshare.in.gov/fssa/ddrs/default.aspx
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4.0 BQIS/DA Web-Based Incident Reporting System 
Security 

As with many web-based applications, the Incident Reporting System is an open system that 
permits access to all users. Open systems typically rely on an anonymous user account to control 
the level of access for users. While a website developer or IT manager could manipulate the 
anonymous user account to apply security measures to specific parts of the site, this has not 
occurred in the Incident Reporting System and any user can access all areas of the website.  
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5.0 DDRS Web-Based Tools Security 
During the login process to the DDRS Web-Based Tools website, the system evaluates your user 
role to determine your access level. The system can limit your user role to one or more of the 
following tasks that appear as links in the menu structure on the left side of the screen: 
 

• Process a budget 
• Process a claim 
• Provider administration 
• State administration 

 
The following illustration shows an example of the DDRS Web-Based Tools menu structure. 
(Most users will only see the Budget menu, the Claim menu, or both.) 
 

 
 
If this is the first time that you have logged in to the site, you must set the website as a Trusted 
Site in your Internet browser. The following message appears. 
 

 
 

 



DDRS Data Management Security 

DDRS Web-Based Tool Security 

 

Latest Revision: 
11/7/2007 

Page 14 of 14 

Follow the instructions to properly set your computer to be able to view and use the website.  
When you complete the instructions, the Log In window appears. 
 

 
 
Complete the information in the Log In window and select Log In to access the website. 
 
 
See Also 
For more information about the DDRS Web-Based Tools website, refer to the DDRS Web-Based 
Budget Tool User Guide in the BDDS document library on the DDRS website at: 
 
https://myshare.in.gov/fssa/ddrs/default.aspx
 
 

 

https://myshare.in.gov/fssa/ddrs/default.aspx

	 
	DDRS Data Management Security 
	1.0 DART Product Security 
	1.1  Creating a User Record 
	1.2 Changing an Existing User Record 
	1.3 Deleting an Existing User Record 
	2.0 DART Web Product Security 
	2.1  Creating a User Record 
	2.2  Editing an Existing User 

	3.0 CORM System Security 
	 
	4.0 BQIS/DA Web-Based Incident Reporting System Security 
	 
	5.0 DDRS Web-Based Tools Security 


